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Place: Legacy Hotel and Meeting 
Center, 1775 Rockville Pike, Rockville, 
MD 20852. 

Contact Person: Rita Anand, Ph.D., 
Scientific Review Officer, Division of 
Scientific Review, Eunice Kennedy 
Shriver National Institute of Child 
Health and Human Development, NIH, 
6100 Executive Blvd., Room 5B01, 
Bethesda, MD 20892, 301–496–1487, 
anandr@mail.nih.gov. 

(Catalogue of Federal Domestic Assistance 
Program Nos. 93.864, Population Research; 
93.865, Research for Mothers and Children; 
93.929, Center for Medical Rehabilitation 
Research; 93.209, Contraception and 
Infertility Loan Repayment Program, National 
Institutes of Health, HHS) 

Dated: June 20, 2011. 

Jennifer S. Spaeth, 
Director, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2011–16130 Filed 6–27–11; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Substance Abuse and Mental Health 
Services Administration 

Advisory Committee for Women’s 
Services; Amendment of Meeting 
Notice 

Pursuant to Public Law 92–463, 
notice is hereby given of a change to the 
Web-based meeting of the Substance 
Abuse and Mental Health Services 
Administration’s (SAMHSA) Advisory 
Committee for Women’s Services 
(ACWS). The meeting was originally 
noticed to be convened on June 24 from 
3 p.m. to 5 p.m. Eastern Time in the 
Federal Register dated June 13, 2011, 
Volume 76, Number 113, page 34231. 
This notice amends the time of the Web- 
based meeting to June 24 from 4 p.m. to 
5 p.m. Eastern Time. There are no other 
changes. The meeting is open to the 
public. 

For additional information, please 
contact Ms. Nevine Gahed, Designated 
Federal Official for SAMHSA’s ACWS, 
1 Choke Cherry Road, Room 8–1058, 
Rockville, Maryland 20857. Telephone: 
(240) 276–2331; Fax: (240) 276–2010; E- 
mail: nevine.gahed@samhsa.hhs.gov. 

Dated: June 22, 2011. 
Kana Enomoto, 
Director, Office of Policy, Planning, and 
Innovation, Substance Abuse and Mental 
Health, Services Administration. 
[FR Doc. 2011–16200 Filed 6–27–11; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2010–0023] 

General Meeting Registration and 
Evaluation 

AGENCY: National Protection and 
Programs Directorate, DHS. 
ACTION: 30-Day notice and request for 
comments; New Information collection 
request, 1670—new. 

SUMMARY: The Department of Homeland 
Security (DHS), National Protection and 
Programs Directorate (NPPD, Office of 
Cybersecurity and Communications 
(CS&C), Office of Emergency 
Communications (OEC), will submit the 
following information collection request 
(ICR) to the Office of Management and 
Budget (OMB) for review and clearance 
in accordance with the Paperwork 
Reduction Act of 1995 (Pub. L. 104–13, 
44 U.S.C. chapter 35). NPPD is soliciting 
comments concerning New Information 
Collection Request, General Meeting 
Registration and Evaluation. DHS 
previously published this ICR in the 
Federal Register on March 17, 2011 at 
76 FR 52, for a 60-day public comment 
period. DHS received no comments. The 
purpose of this notice is to allow an 
additional 30 days for public comments. 
DATES: Comments are encouraged and 
will be accepted until July 28, 2011. 
This process is conducted in accordance 
with 5 CFR 1320.10. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
the proposed information collection to 
the OMB Office of Information and 
Regulatory Affairs. Comments should be 
addressed to OMB Desk Officer, 
Department of Homeland Security, 
Office of Civil Rights and Civil Liberties. 
Comments must be identified by ‘‘DHS– 
2010–0023’’ and may be submitted by 
one of the following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. 

• E-mail: 
oira_submission@omb.eop.gov. Include 
the docket number in the subject line of 
the message. 

• Fax: (202) 395–5806. 
Instructions: All submissions received 

must include the words ‘‘Department of 
Homeland Security’’ and the docket 
number for this action. Comments 
received will be posted without 
alteration at http://www.regulations.gov, 
including any personal information 
provided. 

OMB is particularly interested in 
comments that: 

1. Evaluate whether the proposed 
collection of information is necessary 

for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 
SUPPLEMENTARY INFORMATION: OEC was 
formed under Title XVIII of the 
Homeland Security Act of 2002, 6 
U.S.C. 101 et seq., as amended, to fulfill 
its statutory responsibility of conducting 
nationwide outreach through hosted 
events, including conferences, meetings, 
workshops, etc. The general registration 
form, general pre-meeting form, and 
general evaluation form will be used to 
gather information to support these 
events and for follow-up with 
stakeholders that attend such events. 
The registration, pre-meeting, and 
evaluation forms may be submitted 
electronically or in paper form. 

Analysis 

Agency: Department of Homeland 
Security, National Protection and 
Programs Directorate, Office of 
Cybersecurity and Communications, 
Office of Emergency Communications. 

Title: General Meeting Registration 
and Evaluation. 

OMB Number: 1670–New. 

General Registration Form 

Frequency: On occasion. 
Affected Public: State, local, or Tribal 

government. 
Number of Respondents: 5,000. 
Estimated Time Per Respondent: 10 

minutes. 
Total Burden Hours: 850 annual 

burden hours. 
Total Burden Cost (capital/startup): 

$0. 
Total Burden Cost (operating/ 

maintaining): $20,757. 

Pre-Meeting Survey 

Frequency: On occasion. 
Affected Public: State, local, or Tribal 

government. 
Number of Respondents: 5,000. 
Estimated Time Per Respondent: 10 

minutes. 
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Total Burden Hours: 850 annual 
burden hours. 

Total Burden Cost (capital/startup): 
$0 . 

Total Burden Cost (operating/ 
maintaining): $20,757. 

Post-Meeting/Workshop/Training 
Evaluation 

Frequency: On occasion. 
Affected Public: State, local, or Tribal 

government. 
Number of Respondents: 5,000. 
Estimated Time Per Respondent: 15 

minutes. 
Total Burden Hours: 1,250 annual 

burden hours. 
Total Burden Cost (capital/startup): 

$0 . 
Total Burden Cost (operating/ 

maintaining): $30,525. 
Dated: June 17, 2011. 

David Epperson, 
Chief Information Officer, National Protection 
and Programs Directorate, Department of 
Homeland Security. 
[FR Doc. 2011–16064 Filed 6–27–11; 8:45 am] 

BILLING CODE P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

Published Privacy Impact 
Assessments on the Web 

AGENCY: Privacy Office, DHS. 
ACTION: Notice of Publication of Privacy 
Impact Assessments (PIA). 

SUMMARY: The Privacy Office of the DHS 
is making available ten PIAs on various 
programs and systems in the 
Department. These assessments were 
approved and published on the Privacy 
Office’s Web site between March 31, 
2011 and May 31, 2011. 
DATES: The PIAs will be available on the 
DHS Web site until August 29, 2011, 
after which they may be obtained by 
contacting the DHS Privacy Office 
(contact information below). 
FOR FURTHER INFORMATION CONTACT: 
Mary Ellen Callahan, Chief Privacy 
Officer, Department of Homeland 
Security, Washington, DC 20528, or e- 
mail: pia@hq.dhs.gov. 
SUPPLEMENTARY INFORMATION: Between 
March 31, 2011 and May 31, 2011, the 
Chief Privacy Officer of the DHS 
approved and published ten Privacy 
Impact Assessments (PIAs) on the DHS 
Privacy Office Web site, http:// 
www.dhs.gov/privacy, under the link for 
‘‘Privacy Impact Assessments.’’ These 
PIAs cover ten separate DHS programs. 
Below is a short summary of those 

programs, indicating the DHS 
component responsible for the system, 
and the date on which the PIA was 
approved. Additional information can 
be found on the Web site or by 
contacting the Privacy Office. 

System: DHS/USCG/PIA–016 College 
Board Requirement Plus (CBRP). 

Component: United States Coast 
Guard (USCG). 

Date of approval: April 1, 2011. 
DHS United States Coast Guard 

Academy (USCGA or Academy) uses 
College Board’s Recruitment PLUSTM 
(Recruitment PLUS) software 
application for college admissions and 
enrollment activities. The Recruitment 
PLUS system does the following things: 

1. Collects and stores prospective 
applicants’ biographic and educational 
data, 

2. Collects USCGA admissions staff’s 
and volunteers’ biographical data, 

3. Facilitates and tracks the 
application process, and 

4. Aligns admissions staff and 
volunteers to prospective applicants. 

The purpose of this PIA is to 
document how Recruitment Plus 
collects and uses personally identifiable 
information (PII). 

System: DHS/NPPD/PIA–012 Critical 
Infrastructure Warning Information 
Network (CWIN). 

Component: National Protection & 
Programs Directorate (NPPD). 

Date of approval: April 11, 2011. 
The CWIN system has undergone a 

PIA 3-Year Review requiring no changes 
and continues to accurately relate to its 
stated mission. DHS NPPD examined 
the privacy implications for CWIN. DHS 
is responsible for protecting the national 
infrastructures and responsible for 
ensuring that in the event cyber or 
physical infrastructures are 
compromised, there is a means to 
collaborate and coordinate the necessary 
resources to restore impacted 
infrastructures. The mission of CWIN is 
to facilitate immediate alert, 
notification, sharing and collaboration 
of critical infrastructure and cyber 
information within and between 
Government and industry partners. 
CWIN provides a technologically 
advanced, secure network for 
communication and collaboration, and 
alert and notification. CWIN is DHS’ 
only survivable, critical 
communications tool not dependent on 
the Public Switch Network or the public 
Internet that can communicate both data 
and voice information in a collaborative 
environment in support of infrastructure 
restoration. CWIN provides a survivable, 
dependable method of communication 
allowing DHS to communicate with 
other Federal agencies, state and local 

government, the private sector, and 
international organizations in the event 
that primary methods of communication 
are unavailable. 

CWIN members belong to one of the 
vital sectors of the national 
infrastructure as named in the National 
Response Plan, appears in the Interim 
National Infrastructure Protection Plan, 
or are a state Homeland Security 
Advisor. Only CWIN members have 
access to CWIN. CWIN membership is 
by invitation only, with invitations 
issued from the Infrastructure 
Coordination Division Director through 
a contractor. The CWIN operation 
consists of the collection of point of 
contact information for administrative 
purposes, and the placement of a CWIN 
terminal at member locations. Should 
an event occur where traditional 
communication methods are not 
operable, CWIN provides a 
communication method between key 
infrastructure sites across the country. 

System: DHS/NPPD/PIA–009 
Chemical Facility Anti-Terrorism 
Standards (CFATS) Personnel Surety 
Program. 

Component: NPPD. 
Date of approval: May 4, 2011. 
The DHS/NPPD/Office of 

Infrastructure Protection (IP)/ 
Infrastructure Security Compliance 
Division (ISCD) is conducting this PIA 
to detail the privacy impact associated 
with the CFATS Personnel Surety 
Program and the required security 
assessments performed by high-risk 
chemical facilities in fulfillment of Risk- 
Based Performance Standard # 12 (6 
CFR 27.230(a)(12)). This PIA describes 
the procedures for submitting PII on 
individuals impacted by this program to 
NPPD, and also describes NPPD’s uses 
of that PII. 

System: DHS/S&T/PIA–022 
Biodefense Knowledge Management 
System v. 2.0 (BKMS). 

Component: Science & Technology 
(S&T). 

Date of approval: May 4, 2011. 
DHS S&T Biodefense Knowledge 

Center (BKC) developed and operates 
the BKMS. The current generation of the 
BKMS, version 1.0, enables approved 
users to access and analyze biological 
sciences topics and related biodefense 
information to assist with their efforts to 
better understand or characterize 
biological threats, by offering an 
integrated suite of tools for managing 
and indexing scientific documents and 
information. In BKMS 2.0, S&T intends 
to add a component to the system to 
include data derived from the 
intelligence community (IC) and law 
enforcement (LE)-sensitive data. S&T is 
conducting this PIA because such an 
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