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assessments all relevant risk 
information from prior integrity 
assessments, inspections, investigations, 
and incidents with design, construction, 
operational and maintenance data; to 
critically analyze the integrated data 
and incorporate the analysis into their 
risk assessments and integrity-related 
decision making; update and maintain 
their risk information; and to ensure 
that the risk information is made 
available throughout the organization in 
a form that can effectively support 
decisions on integrity assessment 
methods, tools, process and procedure 
changes, and schedule during the 
required periodic evaluations of 
pipeline integrity. PHMSA and its State 
partners intend to verify that operators 
have taken these actions during the 
course of future pipeline safety 
inspections and investigations. 

C. Data Accuracy 

Operators must review and scrutinize 
pipeline infrastructure documents and 
records, including but not limited to, all 
as-built drawings, alignment sheets, 
specifications, and all design, 
construction, inspection, testing, 
material manufacturer, operational 
maintenance data, and other related 
records, to ensure company records 
accurately reflect the pipeline’s physical 
and operational characteristics. These 
records should be traceable, verifiable, 
and complete to meet §§ 192.619 and 
195.302. Incomplete or partial records 
are not an adequate basis for 
establishing MAOP or MOP using this 
method. If such a document and records 
search, review, and verification cannot 
be satisfactorily completed, the operator 
may need to conduct other activities 
such as in-situ examination, pressure 
testing, and nondestructive testing or 
otherwise verify the characteristics of 
the pipeline when identifying and 
assessing threats or risks. 

D. Risk Mitigation and Prevention 

PHMSA advises operators to 
implement a robust IM process that 
includes methods best suited to address 
the threats and risks identified 
(§ 192.921(a) and § 195.452(f)). 
Operators must use post assessment and 
continuing evaluation processes to 
evaluate program effectiveness in 
identifying threats, addressing threat 
preventative and mitigative measures, 
and providing internal IM program 
feedback of assessment findings so the 
assessment process can be updated 
based upon threat findings. 

Issued in Washington, DC, on January 4, 
2011. 
Jeffrey D. Wiese, 
Associate Administrator for Pipeline Safety. 
[FR Doc. 2011–208 Filed 1–7–11; 8:45 am] 

BILLING CODE 4910–60–P 

DEPARTMENT OF TRANSPORTATION 

Surface Transportation Board 

Release of Waybill Data 

The Surface Transportation Board has 
received a request from Michael Behe 
representing FRN, LLC (WB604–9– 
1/03/11) for permission to use certain 
data from the Board’s 2009 Carload 
Waybill Sample. A copy of this request 
may be obtained from the Office of 
Economics. 

The waybill sample contains 
confidential railroad and shipper data; 
therefore, if any parties object to these 
requests, they should file their 
objections with the Director of the 
Board’s Office of Economics within 
14 calendar days of the date of this 
notice. The rules for release of waybill 
data are codified at 49 CFR 1244.9. 

Contact: Scott Decker, (202) 245– 
0330. 

Andrea Pope-Matheson, 
Clearance Clerk. 
[FR Doc. 2011–155 Filed 1–7–11; 8:45 am] 

BILLING CODE 4915–01–P 

DEPARTMENT OF THE TREASURY 

Departmental Offices; Privacy Act of 
1974, as Amended 

AGENCY: Departmental Offices, Treasury. 
ACTION: Notice of Proposed Privacy Act 
System of Records. 

SUMMARY: In accordance with the 
Privacy Act of 1974, as amended, the 
Departmental Offices, U.S. Department 
of the Treasury (‘‘Treasury’’) gives notice 
of the establishment of a Privacy Act 
System of Records. 
DATES: Comments must be received no 
later than February 9, 2011. The new 
system of records will be effective 
February 9, 2011 unless the comments 
received result in a contrary 
determination. 

ADDRESSES: Comments should be sent to 
Claire Stapleton, Consumer Financial 
Protection Bureau Implementation 
Team, 1801 L Street, NW., Washington, 
DC 20036. Comments will be made 
available for inspection upon written 
request. Treasury will make such 
comments available for public 

inspection and copying in Treasury’s 
Library, Room 1428, Main Treasury 
Building, 1500 Pennsylvania Avenue, 
NW., Washington, DC 20220, on official 
business days between the hours of 
10 a.m. and 5 p.m. Eastern Time. You 
can make an appointment to inspect 
comments by telephoning (202) 622– 
0990. All comments, including 
attachments and other supporting 
materials, will become part of the public 
record and subject to public disclosure. 
You should submit only information 
that you wish to make available 
publicly. 

FOR FURTHER INFORMATION CONTACT: 
Claire Stapleton, Consumer Financial 
Protection Bureau Implementation 
Team, 1801 L. Street, NW., Washington, 
DC 20036, (202) 435–7220. 

SUPPLEMENTARY INFORMATION: The Dodd- 
Frank Wall Street Reform and Consumer 
Protection Act (‘‘Act’’), Public Law 111– 
203, Title X, established the Consumer 
Financial Protection Bureau (CFPB). 
Once fully operational, CFPB will 
administer, enforce and implement 
Federal consumer financial protection 
laws, and, among other powers, will 
have authority to protect consumers 
from unfair, deceptive, and abusive 
practices when obtaining consumer 
financial products or services. The Act 
grants Treasury certain ‘‘interim 
authority’’ to help stand up the agency. 
The CFPB implementation team, 
currently within Treasury, will maintain 
the records covered by this notice. 

The new systems of records described 
in this notice, Treasury/DO.315—CFPB 
Implementation Team Consumer 
Inquiry and Complaint Database, will be 
used to collect, respond to, and refer 
consumer inquiries and complaints 
concerning consumer financial products 
and services. A description of the new 
system of records follows this Notice. 

The report of a new system of records 
has been submitted to the Committee on 
Oversight and Government Reform of 
the House of Representatives, the 
Committee on Homeland Security and 
Governmental Affairs of the Senate, and 
the Office of Management and Budget, 
pursuant to Appendix I to OMB Circular 
A–130, ‘‘Federal Agency 
Responsibilities for Maintaining 
Records About Individuals,’’ dated 
November 30, 2000, and the Privacy 
Act, 5 U.S.C. 552a(r). 

The system of records entitled, 
‘‘Treasury/DO.315—CFPB 
Implementation Team Consumer 
Inquiry and Complaint Database’’ is 
published in its entirely below. 
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Dated: December 27, 2010. 
Veronica Marco, 
Acting Deputy Assistant Secretary for Privacy, 
Transparency, and Records. 

TREASURY/DO .315 

SYSTEM NAME: 
CFPB Implementation Team 

Consumer Inquiry and Complaint 
Database. 

SYSTEM LOCATION: 
Consumer Financial Protection 

Bureau Implementation Team, 1801 L 
Street, NW., Washington, DC 20036. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals covered by this system are 
individuals who submit complaints or 
inquiries to the CFPB Implementation 
Team (on their own or others’ behalf); 
individuals on whose behalf complaints 
or inquiries are submitted by others 
(such as attorneys, members of 
Congress, third party advocates, and/or 
other governmental organizations); and 
individuals about whom complaints or 
inquiries have been received by 
prudential regulators, the Federal Trade 
Commission, other Federal agencies, 
and State agencies and then shared with 
the CFPB Implementation Team. The 
term ‘‘prudential regulators’’ refers to 
any Federal banking agency, as that 
term is defined in section 3 of the 
Federal Deposit Insurance Act, and the 
National Credit Union Administration. 
Information collected regarding 
consumer products and services is 
subject to the Privacy Act only to the 
extent that it concerns individuals; 
information pertaining to corporations 
and other business entities and 
organizations is not subject to the 
Privacy Act. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Records in the system may contain: 

(1) Correspondence or other information 
received from or made by complainants, 
consumers, or other individuals or 
entities; (2) information from the entity 
or individual referring the inquiry or 
complaint; (3) records created of verbal 
communications by or with 
complainants or other individuals; 
(4) information regarding third party 
advocates or others who submit 
complaints or inquiries on another’s 
behalf; (5) information identifying the 
entity that is subject to the complaint or 
inquiry; (6) communication with or by 
the entity that is subject to the 
complaint or inquiry; (7) unique 
identifiers, codes, and descriptors 
categorizing each complaint or inquiry 
file; (8) information about how 
complaints were responded to or 

referred; (9) records used to respond to 
or refer complaints, including 
information in the CFPB 
Implementation Team’s other systems of 
records; and (10) identifiable 
information regarding both the 
individual who is making the inquiry or 
complaint, and the individual on whose 
behalf such inquiry or complaint is 
made, including name, social security 
number, account numbers, address, 
phone number, e-mail address, date of 
birth. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Pub. L. 111–203, Title X, Section 

1066, codified at 12 U.S.C. 5586. 

PURPOSE(S): 
The information in the system is 

being collected to enable the CFPB 
Implementation Team to collect, 
respond to, and refer complaints or 
inquiries regarding consumer financial 
products or services. The system serves 
as a record of the complaint or inquiry, 
and is used for collecting complaint or 
inquiry data; responding to or referring 
the complaint or inquiry; aggregating 
data that will be used to inform other 
functions of the CFPB Implementation 
Team and, as appropriate, other 
agencies and/or the public; and 
preparing reports as required by law. 
This system consists of complaints or 
inquiries received by the CFPB 
Implementation Team or other entities 
and information concerning responses 
to or referrals of these complaints or 
inquiries, as appropriate. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

These records may be disclosed to: 
(1) An entity that is the subject of the 

complaint or inquiry; 
(2) A court, magistrate, or 

administrative tribunal in the course of 
presenting evidence, including 
disclosures to opposing counsel or 
witnesses in the course of civil 
discovery, litigation, or settlement 
negotiations; 

(3) A court, magistrate, or 
administrative tribunal pursuant to an 
order of a court of competent 
jurisdiction, where relevant or 
potentially relevant to a proceeding, or 
in connection with criminal law 
proceedings; 

(4) Third parties to the extent 
necessary to obtain information needed 
for a response to or referral of a 
complaint or inquiry; 

(5) Appropriate law enforcement 
agencies or authorities in connection 
with the investigation and/or 
prosecution of alleged civil, criminal, 
and administrative violations; 

(6) A congressional office in response 
to an inquiry made at the request of the 
individual to whom the record pertains; 

(7) The appropriate governmental, 
Tribal, self-regulatory or professional 
organizations if that organization has 
jurisdiction over the subject matter of 
the complaint or inquiry, or over the 
entity that is the subject of the 
complaint or inquiry; 

(8) Another Federal agency to (a) 
permit a decision as to access, 
amendment or correction of records to 
be made in consultation with or by that 
agency, or (b) verify the identity of an 
individual or the accuracy of 
information submitted by an individual 
who has requested access to or 
amendment or correction of records; 

(9) Other Federal and nonfederal 
governmental supervisory or regulatory 
authorities when the subject matter is 
within such other agency’s jurisdiction; 

(10) The U.S. Department of Justice 
(‘‘DOJ’’) for its use in providing legal 
advice to the Treasury or in representing 
the Treasury in a proceeding before a 
court, adjudicative body, or other 
administrative body before which the 
Treasury is authorized to appear, where 
the use of such information by the DOJ 
is deemed by the Treasury to be relevant 
and necessary to the litigation, and such 
proceeding names as a party or interests: 

(a) The Treasury or any component 
thereof; 

(b) Any employee of the Treasury in 
his or her official capacity; 

(c) Any employee of the Treasury in 
his or her individual capacity where 
DOJ has agreed to represent the 
employee; or 

(d) The United States, where the 
Treasury determines that litigation is 
likely to affect the Treasury or any of its 
components. 

(11) The National Archives and 
Records Administration for use in 
records management inspections; 

(12) A contractor or agent who needs 
to have access to this system of records 
to perform an assigned activity; 

(13) Appropriate agencies, entities, 
and persons when (a) the Treasury 
suspects or has confirmed that the 
security or confidentiality of 
information in the system of records has 
been compromised; (b) the Treasury has 
determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 
Treasury or another agency or entity) 
that rely upon the compromised 
information; and (c) the disclosure made 
to such agencies, entities, and persons is 

VerDate Mar<15>2010 18:19 Jan 07, 2011 Jkt 223001 PO 00000 Frm 00109 Fmt 4703 Sfmt 4703 E:\FR\FM\10JAN1.SGM 10JAN1sr
ob

in
so

n 
on

 D
S

K
H

W
C

L6
B

1P
R

O
D

 w
ith

 N
O

T
IC

E
S



1509 Federal Register / Vol. 76, No. 6 / Monday, January 10, 2011 / Notices 

reasonably necessary to assist in 
connection with the Treasury’s efforts to 
respond to the suspected or confirmed 
compromise and prevent, minimize, or 
remedy such harm; 

(14) Prudential regulators (including 
without limitation Federal banking 
agencies and the National Credit Union 
Administration), the Federal Trade 
Commission, other Federal agencies, 
and State agencies, for the purpose of 
facilitating the activities described in 12 
U.S.C. 5493(b)(3)(D) concerning 
consumer financial products and 
services complaints; 

(15) Government agencies and the 
public, in the form of analytic and 
statistical reports, summaries, or 
extracts in which individual identities 
are not revealed, in order to provide 
information about trends and patterns 
derived from information contained in 
complaint records; and 

(16) Persons determined to be 
complainants and/or victims, to the 
extent the Treasury deems necessary, at 
its discretion, in order to provide such 
persons with information concerning 
the progress and/or results of the 
investigation or case arising from the 
matters of which they complained and/ 
or of which they were a victim. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPENSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records maintained in this system are 

stored electronically and in file folders. 
Paper copies of individual records are 
made by the authorized CFPB 
Implementation Team staff. 

RETRIEVABILITY: 
Records are retrievable by a variety of 

fields including, but not limited to, the 
individual’s name, Social Security 
number, complaint/inquiry case 
number, address, account number, 
transaction number, phone number, 
date of birth, or by some combination 
thereof. 

SAFEGUARDS: 
Access to electronic records is 

restricted to authorized personnel who 
have been issued non-transferrable 
access codes and passwords. Other 
records are maintained in locked file 
cabinets or rooms with access limited to 
those personnel whose official duties 
require access. 

RETENTION AND DISPOSAL: 
Computer and paper records will be 

maintained indefinitely until a records 
disposition schedule is approved by the 
National Archives Records 
Administration. 

SYSTEM MANAGER(S) AND ADDRESS: 

Consumer Financial Protection 
Bureau Implementation Team, 1801 L 
Street, NW., Washington, DC 20036. 

NOTIFICATION PROCEDURE: 

Individuals seeking notification and 
access to any record contained in this 
system of records, or seeking to contest 
its content, may inquire in writing in 
accordance with instructions appearing 
at 31 CFR part 1, subpart C, appendix 
A. Address such requests to: Director, 
Disclosure Services, Department of 
Treasury, 1500 Pennsylvania Ave., NW., 
Washington, DC 20220. 

RECORD ACCESS PROCEDURES: 

See ‘‘Notification Procedures’’ above. 

CONTESTING RECORD PROCEDURES: 

See ‘‘Notification Procedures’’ above. 

RECORD SOURCE CATEGORIES: 

Information in this system is obtained 
from individuals and entities filing 
complaints and inquiries, other 
governmental authorities, and entities 
that are the subjects of complaints and 
inquiries. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 
[FR Doc. 2011–217 Filed 1–7–11; 8:45 am] 

BILLING CODE 4810–25–P 
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